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TRIBUNAL REGIONAL ELEITORAL DO PIAUI
Praga Desembargador Edgard Nogueira. S/N° - Centro Civico - Bairro Cabral - CEP 64000920 - Teresina - PI

DOCUMENTO DE OFICIALIZAGCAO DA DEMANDA / 2022 - SEINF

1. Identificaciio da Area Demandante da Solugio

Unidade CODIN IData [ 26/01/2022
Nome do Projeto Aquisicdo de solugdo de Datacenter

Responsavel pela Demanda Antonio Manoel Silveira de Sousa

E-mail do Responsavel codin@tre-pi.jus.br ‘Telefone ‘ 862107-9762
Integrante Demandante Antonio Manoel Silveira de Sousa

E-mail do Integrante Demandante codin@tre-pi.jus.br Telefone 862107-9762
Fonte de Recursos 0100 — RECURSOS DO TESOURO NACIONAL  |Custo Estimado (RS$)

2. Objeto da Contratagio

Aquisic¢do de solugdo de Datacenter certificado padrdo TIER III ou superior para abrigar a infraestrutura de tecnologia da informagdo do TRE-PI, garantindo niveis minimos de
seguranga e disponibilidade.

3. Objetivo Estratégico (PETRE ou PDTI)

OEI - Aumentar a satisfagdo dos usuarios dos servigos de TI
0E2 - Promover a transformagéo digital

OE7 - Aprimorar a seguranga da informagao e protegdo de dados
OE8 - Entregar servigos de infraestrutura e solugdes corporativas
4. Motivacio/Justificativa

A seguranca da informaciio ¢ um bem diretamente relacionado aos negocios da organizagdo. Seu principal objetivo € garantir o funcionamento da organizagio diante de possibilidades
de incidentes, evitando prejuizos, aumentando a produtividade e a disponibilidade, provendo maior qualidade aos usuarios e evidenciando a reputagdo da organizagao.

O Datacenter ¢ um ambiente centralizado, onde funcionam os equipamentos servidores de rede, de aplicagdo e de sistemas, ativos de comunicagio ¢ equipamentos responsaveis pelo
armazenamento dos dados e informagdes, que atendem a demanda da organizagao, possuindo a finalidade adstrita a proteger e manter funcionais os equipamentos de informatica criticos
que compdem o nucleo do seu parque tecnologico e os dados nele inseridos.

Assim, a constru¢do desses ambientes de missdo critica seguros significa proteger informagdes para garantir a continuidade dos negécios e potencializar sua eficiéncia.

Uma vez que neles estdo instalados todos os principais equipamentos de informatica e dados, o regular funcionamento de seus sistemas de seguranga e sua manutengao sao
imprescindiveis para a continuidade dos servigos providos pela organizagio.

Se, por uma falha, uma interrupgéo nao programada (downtime) ¢ gerada e o Datacenter "sai do ar", as informagdes corporativas se tornam indisponiveis, causando custos relacionados
a:

e perda ou corrupgdo de dados;

¢ queda na produtividade;

e danos a equipamentos;

o custo de reparagdo do problema e identificagdo de suas causas;
o repercussoes legais;

* ¢ impactos negativos a imagem da institui¢ao.

Por esses motivos, ¢ cada vez mais comum encontrarmos quem invista em solugdes de ambientes com elevada confiabilidade. Para que um Datacenter realmente proteja as
informagdes ¢ mantenha sua disponibilidade, deve atender normas especificas que determinam os critérios de seguranga. Uma das normas mais representativas na atualidade ¢ a
ANSI/EIA/TIA-942. A TIA (Telecommunications Industry Association) ¢ uma organizagdo americana que representa a inddstria global de tecnologia da informagao e da comunicagao,
desenvolvendo normas e pesquisas para o setor.

Em resumo, a TIA-942 especifica os requisitos para a infraestrutura de Datacenters de acordo com o grau que oferecem de disponibilidade e redundancia — a repeti¢do de
equipamentos essenciais para que uns substituam os outros em caso de falhas, evitando interrupg¢des no funcionamento.

Para isso, a norma estabelece quatro niveis de redundancia e disponibilidade de Data Centers: TIER I, TIER II, TIER III e TIER IV, tendo por finalidade avaliar a performance do
Datacenter, verificando se ele oferece disponibilidade de processamento conforme as necessidades da organizagao.

Por atuar em negécio critico (organizagdo e execugio de eleigdes), este Tribunal necessita garantir a disponibilidade e seguranga de seus ativos, sistemas e dados. Assim, faz-se
necessaria a utilizagao de ambientes seguros e com alta disponibilidade, o que seria atendido pelos padrdes TIER 111 e TIER IV.

O Conselho Nacional de Justi¢a (CNJ), através do Guia da Estratégia nacional de Tecnologia da Informagao e Comunicagdo do Poder Judiciario (ENTIC-JUD - ), apresenta como boa
pratica advinda da antiga ENTIC-JUD (Res. CNJ n° 211/2015) que cada Orgdo viabilize "/ (um) ambiente de processamento central (Data Center) com requisitos minimos de seguranca
e de disponibilidade estabelecidos em normas nacionais e internacionais, que abrigue os equipamentos principais de processamento e de armazenamento de dados; de seguranga e
ativos de rede centrais, para maximizar a seguranga e a disponibilidade dos servigos essenciais e de sistemas estratégicos do orgdo".

A recomendagdo do CNJ e a necessidade do Tribunal tornam premente a adogdo de agdes no sentido de viabilizar a aquisi¢ao de solu¢do adequada de Datacenter e que permita ao
Tribunal oferecer aos seus usudrios um servigo de qualidade pelos proximos anos.

5. Metas do Planejamento Estratégico a serem alcangadas

KR1.3 - Aumentar o indice de satisfagdo dos usuarios com os servigos de TI para 95% até 2026
KR2.1 - Atingir 100% de execugdo do Plano de Transformagdo Digital até 2026

KR7.1 - Implementar a gestdo de riscos em 100% dos servigos criticos até 2022

KR7.2 - Atender a 100% dos requisitos da LGPD até 2026
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Teresina, 28 de janeiro de 2022.
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1429892 ¢ o codigo CRC 1775733E.
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